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Introduction
This Rel-18 SA WI "Guidelines for Extra-territorial 5G Systems" has produced a technical report referenced 3GPP TR 22.926 which addresses:

· Use cases and associated  conditions generating extraterritoriality of public 5G systems (e.g. HAPS and satellite access covering multiple countries or international waters, aeronautical networks),

· 3GPP features (e.g. emergency calls, PWS, LI, charging) and technical aspects (e.g. MCC/MNC, location of UE/NW) for which extraterritoriality is relevant, and types of regulations that may be applicable.

· Guidelines on the fulfilment of relevant regulatory requirements (e.g. routing to a core network in a specific country, use of MCC).  
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Description
This report provides general guidance regarding considerations of regulations and their application in 3GPP specifications, as related to extra-terrestrial communication. These considerations apply in particular to PLMN access that can be offered through radio access technologies whose coverage could extend well beyond the political borders of countries.  This is the case for instance with satellite access, and this could also be the case with High Altitude Platforms. Another example of extraterritorial access is where a PLMN ID is used for a local network on e.g. a ship or plane travelling in/over international waters.
For services provided over international waters, for aeronautical communications, or terrestrial mobile networks, the fundamental question is which requirements apply? It is expected that UEs and networks will apply the regulations applicable to the sovereign territory in which the UE is positioned, even in cases where the sovereign territory is determined by a vessel carrying the UE.  This has implications on the design and operation of the corresponding 5G system. The following 3GPP Services/features can be affected by extraterritoriality:

· Public Warning System

· Charging and Billing

· Emergency calls

· Lawful Intercept

· Data Retention Policy in cross-border scenarios and international regions

· Network access

Extraterritoriality is considered as either:

· the location of the UE and its access to the 5G network; The regulatory implication will differ depending on whether the UE is in border regions, in Vessels, in Exclusion Areas, in Extraterritorial Areas or migrating between Areas

· the location of the 5G network for the services to be delivered, as per the two use cases:  “Network selection with extra territoriality” or “Network access and Exclusion Areas”
To support regulated services and features, 3GPP networks have the capability to locate each UE in a reliable manner and determine the policy that applies to their operation depending on their location and/or context.
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�This is only partially true. For lawful interception and emergency services, regulatory requirements on locating the UE are stricter (not should but shall). I suggest we remove the term 'should' here, as shown. Then the text is accurate albeit imprecise.
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